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on critical industries and infrastruc-
ture represents a serious threat. 

Less than a month before the 
ransomeware attack on meatpacking, 
ransomeware criminals hacked the Co-
lonial Pipeline, which supplies gasoline 
and jet fuel to the east coast. The Colo-
nial attack caused fuel shortages and 
drove up gas prices, with many con-
sumers facing gas station lines that 
hearkened back to the oil crisis of the 
1970s. 

In today’s society, where almost ev-
erything we do has a cyber component, 
ransomeware and other malicious 
cyber attacks carry the potential to se-
riously disrupt our way of life. 

Cyber security needs to be one of our 
top priorities. Private companies need 
to invest in cyber security, to keep 
their systems and customer data se-
cure, and the Federal Government has 
to invest in it as a matter of national 
security. We can’t afford to let hostile 
individuals or hostile governments 
hack key government databases or 
functions. 

I was proud to be a lead sponsor of 
the HACKED Act, which became law as 
part of the 2021 National Defense Au-
thorization Act. This legislation fo-
cuses on enhancing both public and pri-
vate cyber security development. It 
bolsters science education and cyber 
security programs at multiple govern-
ment Agencies, and enhances partner-
ships between universities and employ-
ers on cyber security workforce needs. 

We need to continue to make cyber 
security training a priority. We also 
need to send a clear message to govern-
ments that harbor cyber attackers. It 
is obvious that Russia remains a haven 
for cyber criminals. Both the Colonial 
Pipeline and JBS attacks were the 
work of Russia-linked hackers, and we 
need to make it clear to Russia and 
other countries that we have no toler-
ance for the harboring of cyber crimi-
nals. 

MEATPACKING INDUSTRY 
The JBS attack also highlighted a 

second problem—the highly con-
centrated nature of the meatpacking 
industry. When one or more of a hand-
ful of companies controlling the 
meatpacking industry experiences a 
problem, whether that is a plant shut-
down due to COVID transmission or a 
cyber attack, that creates a poten-
tially serious problem for the entire 
U.S. meat supply. 

We all remember seeing bare meat 
department shelves at times during the 
pandemic. Had meatpacking capacity 
been less concentrated, it is likely that 
we would not have seen such signifi-
cant shortages. 

This high level of concentration in 
the industry also creates a problem for 
livestock producers, who rely on 
meatpackers to buy and harvest their 
animals and get them to consumers. 

If a meatpacker has to shut down a 
plant, that means that farmers or 
ranchers may lose out on getting their 
livestock to market. 

The highly concentrated nature of 
the meatpacking industry also creates 

the opportunity for market manipula-
tion. In fact, serious concerns have 
been raised about market manipulation 
in the beef industry, owing to the sub-
stantial and ongoing gulf between 
meatpacker profits and rancher profits. 

I recently sent a letter to the chair-
man of the Senate Judiciary Com-
mittee requesting that the committee 
hold an oversight hearing into poten-
tial anticompetitive behavior and anti-
trust violations of the meatpacking 
sector. This followed on my letter to 
the Attorney General, urging the Jus-
tice Department to disclose the results 
of its investigation into the 
meatpacking industry, and my request 
to the Senate Agriculture Committee 
to hold a hearing examining the chal-
lenges livestock producers have been 
facing. 

I will continue to work to make sure 
any anticompetitive behavior in the 
beef-packing industry is addressed. 

I will continue to support efforts to 
increase competition in the 
meatpacking industry, like my legisla-
tion to support small meatpackers, the 
Strengthening Local Processing Act. I 
introduced this legislation in Feb-
ruary, along with Senator MERKLEY, to 
help strengthen and diversify national 
meat processing capacity by providing 
new resources for smaller, more local 
meat processing operations. 

As I said, more than 80 percent of the 
beef-packing industry in this country 
is controlled by just four companies. 

Encouraging more companies to get 
into this marketplace and encouraging 
small meatpackers to expand will di-
lute the power of these four companies 
and create more competition for ranch-
ers’ cattle, which will lead to higher 
prices for ranchers—higher prices for 
ranchers—when they bring their cattle 
to the market. 

Plus, spreading out and expanding 
our Nation’s meat processing capacity 
will make our Nation’s meat supply 
less vulnerable to interruptions in situ-
ations like the pandemic or other nat-
ural disasters or the JBS ransomware 
attack. 

South Dakota cattle producers work 
hard every day to deliver top-quality 
beef to our Nation and to the world. I 
am proud to represent them here in the 
Senate, and I will continue to fight to 
enhance competition in the 
meatpacking industry so that ranchers 
and all livestock producers can receive 
a competitive price for their livestock. 

I yield the floor. 
I suggest the absence of a quorum. 
The ACTING PRESIDENT pro tem-

pore. The clerk will call the roll. 
The senior assistant legislative clerk 

proceeded to call the roll. 
Mr. CORNYN. Mr. President, I ask 

unanimous consent that the order for 
the quorum call be rescinded. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

ELECTION SECURITY 
Mr. CORNYN. Mr. President, the 

right to vote is the most fundamental 

and essential feature of our democracy. 
As Abraham Lincoln said, a govern-
ment of the people, by the people, and 
for the people would not be possible if 
it weren’t for citizens who cast their 
ballot at every available election. 

From city councils, to school boards, 
to Presidents of the United States, the 
American people have a right and, I 
would argue, a duty to make their 
voices heard. In 2020, a record number 
of voters did just that. Nearly 160 mil-
lion Americans cast their ballot, ac-
counting for roughly two-thirds of all 
eligible voters. If you compare that to 
2016, just 4 years earlier, 17 million 
more people voted in the last election. 
This included higher turnout across all 
racial and ethnic groups—African 
Americans, Caucasians, Hispanics, 
Asians. Each had a higher turnout this 
election. 

When Congress originally passed the 
Voting Rights Act in 1965, the goal was 
to eliminate common discriminatory 
practices that were in place at that 
time. It was and it is a landmark piece 
of legislation. There is no question it 
has been an overwhelming success, and 
I think that is something we should 
celebrate as a nation. 

In 2012, for the first time on record, 
turnout among Black voters was high-
er than for White voters. In 2020, both 
Asian and Hispanic voters turned out 
at the highest rate on record. We cer-
tainly have come a long way, as the 
preamble to the Constitution says, in 
our effort to form a more perfect 
Union, but we should not tire, nor fal-
ter, nor fail in our progress to make 
sure that everyone who has the right to 
vote has an opportunity to cast their 
ballot. 

Before every election—and 2020 was 
no different—there is a widespread ef-
fort to register new voters and encour-
age more citizens to participate. In 
Texas, we set new records in reg-
istering and turning out voters. We 
turned out 11.3 million voters, 66 per-
cent of those registered. In the years to 
come, I hope we will set new records 
and get more voters to the polls. I 
think that goal should be shared by 
every American. 

But in addition to this work, we have 
a responsibility to protect the integ-
rity of the ballot. This became a focus 
in particular after the 2016 election 
when we actually saw Russia try to 
interfere with the Presidential election 
that year. 

In response, Congress provided hun-
dreds of millions of dollars to shore up 
State election security measures and 
to help local officials safeguard future 
elections. Our intelligence community 
and particularly the National Security 
Agency and Cyber Command made sure 
that there were no cyber attacks or 
minimized the impact of potential 
cyber attacks on election voting sys-
tems, including voter registries and the 
like. The postmortem reviews were 
that they were pretty successful in de-
terring those sorts of attacks that oc-
curred in 2016. 
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